Q.’
C OFFRE D’EMPLOI

INSTITUT
Tshakapesh
COORDONNATEUR.TRICE CYBERSECURITE
STATUT : Permanent | Temps plein
LIEU DE TRAVAIL : Uashat
ENTREE EN FONCTION : Le plus 16t possible
TRAITEMENT SALARIAL: Selon les qudalifications, les expériences et la politique salariale en vigueur

SOMMAIRE DES RESPONSABILITES

Sous la supervision immédiate de la direction du Secteur Recherche, Développement et Innovation, la personne
titulaire du poste est responsable de la cybersécurité (RISO) de la mise en ceuvre et du maintien des politiques et
des pratiques de sécurité des systemes d'information. Ceciinclut la gestion des incidents de sécurité, la supervision
des audits de sécurité et la coordination avec d'autres départements pour assurer la sécurité des données et des
systémes. La personne joue un réle de coordination, de conseil et de sensibilisation afin de soutenir une posture
de sécurité cohérente, pragmatique et adaptée au contexte organisationnel. Le directeur du Secteur Recherche,
Développement et Innovation, qui assume la responsabilité de chef officier de la sécurité de I'information (CISO),
peut également mandater la personne ftitulaire du poste pour le représenter ponctuellement.

FONCTIONS PRINCIPALES

)

~ v~ v v v v o~~~

Collaborer étroitement avec le responsable chef officier de la sécurité de I'information (CISO) pour aligner
les opérations de sécurité de I'information avec la stratégie globale.

Collaborer avec le CISO dans la gestion du budget de la sécurité de I'information.

Contribuer & I'élaboration, & la mise & jour et & I'application des pratiques et I'encadrements en sécurité
de I'information.

Assure la prise en charge I'élaboration et 'application des politiques et les procédures sécurité de
I'informatique.

Surveiller et rapporter les indicateurs de performance clés (KPIs) en matiére de Sl.

Participer & I'identification des risques et recommander des mesures de protection appropriées.

Appuyer la gestion des incidents de sécurité et collaborer aux activités de réponse et de suivi.

Assurer une vigie sur les menaces, vulnérabilités et bonnes pratiques en sécurité de I'information.

Offrir un soutien-conseil aux équipes internes et aux partenaires en matiere de sécurité.

Collaborer & la planification et & la réalisation d'activités de sensibilisation et de formation.

Participer a des exercices, audits ou évaluations liés & la sécurité de I'information, lorsque requis.
Contribuer & la documentation, aux rapports de suivi et aux indicateurs liés & la sécurité de I'information.
Implémenter et contrdler les mécanismes de gouvernance des données selon le cadre établi par le CISO,
en assurant l'intégrité, la disponibilité et la confidentialité des informations tout au long de leur cycle de vie.
Gérer les communications opérationnelles en situation de crise, en assurant la diffusion rapide et précise de
linformation aux équipes internes et aux communautés concernées.

Participer & la planification et a I'exécution des plans de réponse aux crises en matiere sécurité
informaftique.

Evaluer et gérer les risques liés & la sécurité de I'information avec les fournisseurs et les partenaires externes.
Participer activement & la formation et au mentorat qui sera offert par I'lInstitut Tshakapesh afin d’accélérer
I'acclimatation et 'augmentation des compétences.

APTITUDES RECHERCHEES

)
)
)

Démontrer une grande autonomie, un sens aigu de I'organisation ainsi qu'un sens I'imputabilité.
Posséder un esprit d'analyse et d'équipe, une aisance communicationnelle.

Faire preuve de patience, de minutie et de résistance au stress pour gérer efficacement les défis, tout en
maintenant une attitude positive et un fort sens des responsabilités.

QUALIFICATIONS REQUISES

)
)

)
)

Formation collégiale ou universitaire en informatique, technologies de I'information ou domaine connexe.
Certification reconnue en cybersécurité, universitaire ou privée (ex : Certified Information Systems Security
Professional - CISSP) ou ouvert & faire un processus de cerlification a la demande de I'organisation.
Minimum 3 ans d'expérience dans les systémes d'information ou la sécurité informatique.

Maitrise du francais écrit et oral. Connaissance de I'anglais, un atout.

PERIODE D’AFFICHAGE

Les candidatures doivent étre recues au plus tard le 25 février 2026 a 16h45. Les personnes intéressées doivent faire
parvenir leur curriculum vitae et une lettre de motivation & I'adresse courriel suivante :

Courriel : embauche@ishakapesh.ca
Référence : IT / COORDO_SI

Note : L'Institut Tshakapesh communiquera uniquement avec les candidatures répondant au profil recherché.

tshakapesh.ca
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